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INFO-01 Incident Types 

This document describes the different Incident Types used for the Incident Report form.

1-
SERVICE FAILURE

A service failure is when the service is down.  The server crashed or has otherwise become inaccessible.  

2-
CONNECT FAILURE

A connect failure is when the service cannot be contacted.  However, the server itself is healthy.  For instance, a text message was sent to the service, but no reply was received.  When the service is checked, either at the console or through a browser, it appears to be working.  This type should be used when the reason for the failure is not known.

3-
NETWORK FAILURE

A network failure is the service (or the actual server host) cannot be contacted.  Opposed to a connect failure, this type should be used when the reason for the failure is known.

4-
BUG

A bug is a discernable problem with the service that appears likely to be a software problem.  If the problem resulted in a crash, use the service failure type instead.  

5-
CONTENT PROBLEM

A content problem is when the content appears inaccurate or a content feed has failed.  The service is otherwise healthy.

6-
ADMINISTRATIVE

An administrative issue is when a administration feature of the service or host server administration does not appear to be working properly.  This includes any security issues.  If a specific cause for the issue is known, use the type bug instead.

7-
MAINTENANCE

The Maintenance type should be used when the incident is directly related to any maintenance activities.  This includes the installation of new software on the server.  If the service is brought down during maintenance, you should still use the maintenance type and not the service failure type.
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