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1.  INTRODUCTION

1.0 SCOPE.  This document describes the QA activities during the Project-X project.

1.1 GENERAL QA APPROACH.

The Project-X system can be seen as consisting of three items.  The first item is the client software.  This software will be developed by Company-A and thus subject to full testing--from e-test through acceptance.  The second item is the server software, which is owned and maintained outside of Company-A.  This software is already deployed and in use, thus will only be tested during system testing and beyond.  However, since the server will be part of the bundled solution that Project-X provides, it will be subject to as thorough testing as the client, once the system testing begins.  The last item is the infrastructure that supports the client/server connectivity.  Obviously, we (Company-A or partners) have no control over this environment.  Rather, testing will give attention to exploring the effects of using the existing infrastructure on the system.

The QA effort is broken down into three primary sections--Client Software Acceptance, System Verification, and Deployment Verification.  

Client Software Acceptance covers the testing and acceptance of the client software as it is build up to a complete application.  Since the client software will be completed in incremental steps, this testing follows the steps and provides functional-level coverage.  This section also covers an integration and acceptance test phase that will be conducted while the whole client is complete and before system testing begins.

System Verification covers the testing of the client/server system.  Attention is given to client/server interoperability and the robustness and reliability of the client.  Also, the client software will be tested on its actual platform in its real service.

Finally, Deployment Verification details the process of verifying the system when it is being deployed to a new installation.  This section is more involved with process over actual testing.  Should testing be required during deployment, the System Verification (particularly the sub-section Field Verification) section can provide a solution.

1.2 REFERENCES

Project-X Functional Specification

1.0

31 Oct 96.
(FS)

Project-X UI Specification



 
4 Oct 96.      
(UI)

Project-X Market Requirements

Draft1.0
4 Oct 96.
(MR)

2.  CLIENT SOFTWARE ACCEPTANCE

2.0 SCOPE

Client Software Acceptance describes the test effort that will verify the client software being developed by Company-A.  While the server software will be subjected to testing during this section, the focus is on the client.

2.1 INCREMENTAL FUNCTIONAL TESTING

2.1.0 ABSTRACT

Incremental Functional Testing has three objectives.  First, it will provide for functional unit testing.  This testing will verify that the software meets the required functionality, as expected at the increment level, which is described by the specifications and requirements.  Further, the software will be examined at a basic level for typical quality benchmarks--such as reliability, usability, and performance.  Second, this testing will compliment engineering testing in probing the software at a more technical level to find problems that may otherwise be difficult to encounter in unit testing.  This will be accomplished by tailoring tests to explore known factors of the implementation (whereas, functional unit testing typically uses specifications as the only 'known factors').  Third, the testing will provide feedback as to the usefulness and appropriateness of the testing environment.  Such feedback will be important so that we have full confidence in out testing systems when we transition into System Testing.

There will be four test Blocks during Incremental Functional Testing.  While the Blocks coincide with the delivery of specific software units, the actual testing will be cumulative.  That is, Block Two will cover both the new software for Block Two AND the software delivered for Block One.  At Block Four, the entire client software will be complete.  

2.1.1 FUNCTIONAL TEST ITEMS

The following are functional unit test items listed with a reference into the Functional Specification:

   FU-1
  - FS.2.1.1.1
 : Installing from Floppy.

   FU-2
  - FS.2.1.1.2    : Installing from Internet.

   FU-3   - FS.2.1.2
 : Registration.

   FU-4   - FS.2.1.2(4)  : Assignment and changing encryption key.

   FU-5
  - FS.2.1.3     
 : Setting Preferences

   FU-6
  - FS.2.1.3(2)  : Connect time limit does not apply to first operation.

   FU-7   - FS.2.1.4.1    : Notice on startup if operation or restore interrupted.

   FU-8
  - FS.2.1.4.2    : Manual application launch.

   FU-9   - FS.2.1.4.2(2) : Manual launch, after install.

   FU-10  - FS.general
  : First Operation.

   FU-11  - FS.2.2.1
  : Incremental Operation.

   FU-12  - FS.2.2.4(2)   : Operation Assassination.

   FU-13  - FS.2.2.4(1)   : Operation Abort.

   FU-14  - FS.2.2.4(2)   : <FUNCTION DELETED>

   FU-15  - 

  : <SECTION DELETEED>

   FU-16  - FS.2.2.5      : Status Notification.

   FU-17  - FS.2.3
  : Complete Restore.

   FU-18  - FS.2.3.1      : Selective Restore.

   FU-19  - FS.2.3.1(4)   : File Restore.

   FU-20  - FS.2.3.2      : Free Store abort before restore.

   FU-21  - FS.2.3.2      : Free Store abort during restore.

   FU-22  - FS.2.2.3(2)   : Estimated Time Limit abort.

   FU-23  - FS.2.2.3(2)   : Estimated Time Limit exceed.

   FU-24  - FS.2.2.3(5)   : Drop-Dead Time Limit exceed.

   FU-25  - FS.3
  : State transitions.

   FU-26  - FS.4.1(a)
  : Content operation data set.

   FU-27  - FS.4.1(b)
  : Verification operation data set.

   FU-28  - FS.4.1(c)
  : Messaging operation data set.

   FU-29  - FS.4.1(d)
  : Fax operation data set.

   FU-30  - FS.4.1(e)
  : Email operation data set.

   FU-31  - FS.4.1(f)
  : Notes operation data set.

   FU-32  - FS.4.2          : Restore, overwrite operation.

   FU-33  - FS.4.2
  : Restore content.

   FU-34  - FS.5(2)
  : Application exclusions.

   FU-35  - FS.5(3)        : Event receive during operation/restore.

   FU-36  - FS.5(4)
  : Alarm sounding during operation/restore.

   FU-37  - FS.5(5)
  : Restore Assassination.

   FU-38  - FS.6(1)
  : Password verification.

   FU-39  - FS.6(2)
  : Data encryption.

   FU-40  - FS.2.1.3(4)   : Selective operation.

   FU-41  - FS.2.2.3(3)   : Connection failure.

   FU-42  - FS.2.1.4.2(1) : Cancel Registration then complete registration.

   FU-43  - FS.2.2.2
   : Automatic operation notify (warning note)

   FU-44  - FS.2.2.3(1)   : Automatic operation application launch.

The following are functional unit test items listed with a reference into the User Interface Specification:

   UI-1
  - UI.general
  : View Appearance checkout.

   UI-2
  - UI.general    : Note Appearance checkout.

   UI-3   - UI.2.2            : Field limits.

The following are functional unit test items defined by QA:

   QA-1
: Critical memory level threshold.

   QA-2   
: Warning memory level threshold.

   QA-3 
: File deletion and table ghosting.

   QA-4
: Re-Installation.

The test items will be implemented in the test specification for the Block in which they will be first tested.  The test methods will be stated in the test specification. 

2.1.2 BLOCK ONE -- MANUAL OPERATION

Items to be tested:

FU-8, FU-10, F-11, FU-26, FU-27, FU-28, FU-29, FU-30, FU-31, FU-40 

2.1.3 BLOCK TWO -- FILE RETRIEVAL

Items to be tested:

FU-17, FU-18, FU-19, FU-20, FU-21, FU-32, FU-33, FU-35, FU-36, QA-1, QA-2

2.1.4 BLOCK THREE -- AUTOMATED OPERATION

Items to be tested:

FU-6, FU-7, FU-12, FU-13, FU-15, FU-16, FU-22, FU-23, FU-24, FU-34, FU-41,

FU-43, FU-44, QA-3

2.1.5 BLOCK FOUR -- REGISTRATION AND INSTALL  (CODE COMPLETE)

Items to be tested:

FU-1, FU-2, FU-3, FU-4, FU-5, FU-9, FU-25, FU-37, FU-38, FU-39, FU-42, QA-4,

UI-1, UI-2, UI-3

2.1.6 TEST ACTIVITIES PER BLOCK.

During a test block, the test specifications associated with the above test items will be executed.  If a specific test within a specification cannot be run because the functionality is not yet delivered, then the test will be reported as NOT RUN.  All tests within a block are considered PLANNED TO RUN.  At the completion of BLOCK FOUR, no tests should be reported as NOT RUN.

2.2 CLIENT INTEGRATION TESTING AND ACCEPTANCE

2.2.0 ABSTRACT

Client Integration Testing and Acceptance has two objectives.  First, the configuration for the client system and server software will be identified.  That is, the components that derive the entire system will be evaluated and recorded as a baseline.  This baseline will be used during system testing and delivery to ensure all components of the system are integrated with each build.  Planned deviations will be noted and the baseline modified.

The build verification will be part of the BAT for each build hereafter.  Second, the Client Acceptance Test Suite and the Basic Acceptance Test (BAT) will be executed.  These tests will ensure basic functionality remains operational, as would have been verified during Incremental Functional Testing.

2.2.1 CONFIGURATION BASELINE

The Configuration Baseline is implemented by a checklist process.  The activates will include:


- List/Verify installable software packaged.


- List/Verify installed software.


- List/Verify client system configuration for installation.


- List/Verify server system configuration.


- Note version dates of software.

2.2.2 BASIC ACCEPTANCE TEST 

The BAT is implemented by a single test specification.  The test specification will verify the following items:


- The software can be installed.


- The client can be registered.


- The client can save its contents.


- The client can restore the previous operation (catastrophic restore).


- The client can restore a single, specified transaction.

2.2.3 CLIENT ACCEPTANCE TEST SUITE

The Client Acceptance Test Suite consists of selected test items that where previously covered in Incremental Functional Test and a few new test items.

The selected test items are as follows:

The new test items are as follows: 

3.  SYSTEM VERIFICATION

3.0 SCOPE

System Verification has three objectives.  First, it will ensure the robustness of the Client Software.  Testing will shift from verifying just functionality to exploring reliability.  However, the BAT will still be executed to ensure basic functionality remains intact during this stage.  Second, it will verify the complete client/server solution.  That is, the server side will be under equal scrutiny as is the client side.  Last, the client/server system will be tested in a real-world environment.  Testing will be performed in an actual network.

3.1 INTERNAL SYSTEM VERIFICATION

3.1.1 BASIC ACCEPTANCE TEST.

This is the same BAT as defined in section 2.2.2.

3.1.2 SYSTEM TEST ITEMS.

The following are system test items defined by QA:

   ISV-1
: Standard String test.

   ISV-2
: Adverse Connection String test.

   ISV-3
: Degraded Client platform.

   ISV-4
: Degraded Server platform.

   ISV-5
: Typical Use profile, including installation.

   ISV-6
: Client memory resources Stress.

   ISV-7
: Client non-memory resources Stress.

   ISV-8
: Adverse Install and Registration.

   ISV-9
: Diverse data-set restore.    

The following are system test items defined by project requirements:

   ISR-1   - MR.7.4
: Security validation.

   ISR-2   - MR.7.4
: Encryption validation.

3.2 FIELD VERIFICATION

The field verification tests are not unique.  They are selected tests from the previous sections that will be executed in the real-world environment.

The following are the items to be tested:

ISV-1, ISV-5, ISV-6, ISV-7, FU-2, FU-35

4.  CRITERIA

4.0 SCOPE.

This section describes the entrance and exit criteria for phases within sections and the sections themselves.  A sub-unit within each section is called a 'phase' here, even if it is named something else above—such as 'Block.'

4.1 CLIENT SOFTWARE ACCEPTANCE

4.1.1 ENTRANCE CRITERIA

There are no specific criteria.  The software will be delivered to QA according to the engineering schedule.

4.1.2 EXIT CRITERIA

Every test must have been successfully executed.  This is not to say that the software will be bug-free.  Rather, the tests can be run--either through bug fixes or procedural workarounds.

4.2 SYSTEM VERIFICATION  

4.2.1 ENTRANCE CRITERIA

The BAT must be successfully executed without any failures for EACH cycle of testing.

4.2.2 EXIT CRITERIA

The end of System Verification will be determined by the project team.

5.  DEPLOYMENT VERIFICATION

5.0 SCOPE

This section is a general guideline for verifying a deployment of the system.  The described activities are not specifically part of the Project-X QA activity, but are suggested activities for when a new system is set up.

5.1 CLIENT DEPLOYMENT VERIFICATION PROCESS

5.2 SERVER DEPLOYMENT VERIFICATION PROCESS

5.3 SYSTEM DEPLOYMENT VERIFICATION PROCESS

6.  ENVIRONMENT

6.0 SCOPE

This section describes the system environments that will be used.

6.1 CLIENT TEST PLATFORMS

6.1.1 DEMO SYSTEM

The Project-Y demo software will be used.  The system will be attached to the system debugger, when possible and non-intrusive.  The PC need only be a standard PC setup.

6.1.2 LIVE SYSTEM

A Live Service-U will be used.  The system can be used for non-network tests outside of the production environment.  

6.2 SERVER TEST PLATFORMS

6.2.1 TEST NETWORK SERVER

The test server will be connected to the Isolated Test Network.  The network currently supports 3 dialup lines for TCP/IP connectivity.

6.2.2 LIVE NETWORK TEST SERVER

The test server will be connected to the Internet.

7.  QA MANAGEMENT

7.1 DELIVERABLES/DOCUMENTS

7.1.1 PLANNING


TESTING:

· Testing objectives and activities will be detailed in the document 'testing' in each directory for the different phases.  The document will also detail the immediate results of the activities. 

7.1.2 TESTING


INCREMENTAL FUNCTIONAL TESTING: 

· The test specifications are in files named according to the test item they cover (ie. FU-1).  The files are in the directory /staff//QA/Project-X/IFT/ 
  


CLIENT INTEGRATION TESTING AND ACCEPTANCE:

· All deliverables are in the directory /staff/QA/Project-X/CITA

· The Basic Acceptance Test covered by the test specification contained in the file 'BAT.'

· The Configuration Baseline is implemented as a checklist in the file 'config-baseline.'  The first actual execution of the checklist will be placed in the file 'config-baseline-initial.'  Each subsequent execution will be placed in the file 'config-baseline-????,' where the '????' represents the date in which it was performed.

· The Client Acceptance test specifications are in files named according to the test item they cover (ie. CA-1). 


INTERNAL SYSTEM VERIFICATION:

· The test specifications are in files named according to the test item they cover (ie. ISV-1).  The files are in the directory /staff/QA/Project-X/System/ 



FIELD VERIFICATION:

· The test specifications are in files named according to the test item they cover (ie. ISV-1).  The files are in the directory /staff/QA/Project-X/Field/ 


